# Desarrollo Seguro de Aplicaciones Web con OWASP

## Lab: Encrypt Sensitive Data – JBoss EAP

## Objetivo

* Encriptar los datos sensibles en JBoss EAP

## Procedimiento

1. Instalar y configurar JBoss EAP
2. Instalar postgresql y configurar el archivo de acceso
3. Crear el modelo de base de datos JBTravel
4. Configurar un Datasource en JBoss EAP para acceder a la base de datos JBTravel
5. Cree un almacén de claves de Java
6. Ejecute Vault Script para cifrar una contraseña.
7. Configurar la bóveda
8. Configure la fuente de datos
9. Verifique la fuente de datos